New User Application

The form below is an application for access to the CFAO network on Kadena or White Beach. Access includes Electronic Mail (e-mail) and INTERNET services.  Please read the application BEFORE entering any information.  Please print legibly, this will allow our administrators to create your account in a more expedient manner.

This application is for all Commander, Fleet Activities, Okinawa personnel and all Navy support detachments.  Completing and signing this document implies that the user shall comply with all rules and regulations put forth in the attached User Agreement form.

 Full Name:​​​​​​​​​​​​​___________________________________________ Rank/Rate:_______________________
     (BLOCK LETTERS)   Last Name, First Name, MI.                                   SGT, LT ,IT1 ,GS, NF, MLC,

PRD: _________________  Duty Phone:   ________________ Citizenship:   ______________________


Rotation Date





                    U.S., Japan, Philippines,
 

Command:   ____________________________  Duty Title:____________________________________


       CFAO, Patwing, PWC, VP, FISC, Etc..
                  

Department:  _________________________________________________________________________



MWR, Admin, BEQ, Finance, GSE, Targets, Weapons, Patwing, NCD

Office:   _____________________________________________________________________________  
    Accounting, Admin, Engineering, Environmental, Maintenance, Payroll, ETC…
Base:________________________________________________________________________________

White Beach, Awase Transmitter Site, Kadena, Camp Shields

Email Required:   FORMCHECKBOX 
    Email Not Required:   FORMCHECKBOX 
    

Applicant’s Signature:  _____________________________________________Date:  _______________

For ADP Use Only

  FORMCHECKBOX 
 Kadena    FORMCHECKBOX 
 White Beach 

                                                                                                                                      Date          Created by
	 FORMCHECKBOX 
 Account Created  /Login Name:
	
	

	 FORMCHECKBOX 
 Added Groups  /Group Name:
	
	

	 FORMCHECKBOX 
 Logon Script:
	
	

	 FORMCHECKBOX 
 P Drive Created:                                    Yes            No
	
	

	 FORMCHECKBOX 
 E-mail Address Requested:
	
	

	 FORMCHECKBOX 
 Distribution List Added:                        Yes           No
	
	

	 FORMCHECKBOX 
 User Contacted:                    Phone       E-mail       Other
	
	

	 FORMCHECKBOX 
 User Changed Password:
	
	

	 FORMCHECKBOX 
 Additional Comments:




USER AGREEMENT

RESTRICTIONS ON USE OF E-MAIL AND INTERNET

(Please initial where appropriate, then print and sign your name on the back of this form in front of an IRMD witness)




You will be using a Department of Defense (DOD) computer system.  This computer system, including all related equipment, networks and network devices (specifically including internet access), are provided only for authorized U.S. Government use.   All data contained on DOD computer systems is owned by the Department of Defense and will be monitored for Lawful Purposes to ensure that use is authorized, for management of the system, to facilitate protection against unauthorized access, and to verify security procedures, survivability and operational security. THERE IS NO RIGHT OF PRIVACY IN THIS SYSTEM.  Use of this system by any user, authorized or unauthorized, constitutes consent to monitoring which may include active attacks by authorized DOD entities to test or verify the security of this system.  During monitoring all information, including personal information placed on or sent over this system may be examined, intercepted, recorded, read, copied, or captured and used or disclosed in any manner for and by authorized personnel for authorized purposes. System personnel may give law enforcement officials any potential evidence of crime found on DOD computer systems. EVIDENCE OF UNAUTHORIZED USE COLLECTED DURING MONITORING MAY BE USED FOR ADMINISTRATIVE, CRIMINAL OR ADVERSE ACTION, AND SUBJECT YOU TO CRIMINAL PROSECUTION.  



VIOLATION OF THE RULES OUTLINED BELOW COULD RESULT IN LOSS OF GOVERNMENT COMPUTER PRIVILEGES AND ADMINISTRATIVE OR DISCIPLINARY ACTION PURSUANT TO APPLICABLE NAVAL REGULATIONS, THE UNIFORM CODE OF MILITARY JUSTICE, JAPANESE LAW AND U.S. FEDERAL LAW.

SECURITY AND GENERAL USE



No additional software may be installed on a government computer without prior approval from IRMD.




No classified material will be entered on an unclassified system.



Any signs of a security breach on a government computer system will be reported immediately to IRMD.



All Passwords  will consist of an upper case letter, lower case letter, a number, a wild character and must be changed every 90 days. Passwords will be at a minimum 8 characters in length and can not contain any dictionary words or pronouns.  Passwords will not be shared between users.



Commercial Internet service providers can not be used for e-mail when the communication contains information regarding Navy operations, personnel, or unit composition.



Documents including classified or unclassified sensitive information will not be maintained on equipment connected to the Internet without prior approval from IRMD.



I agree to refrain from obtaining, installing, copying, transferring, or using software or other materials obtained in violation of the appropriate vendor's patent, copyright, trade secret, or license agreements.  This prohibition includes the situations of making multiple copies of software for distribution and of installing more copies of software on computers than the organization has licenses.

E-MAIL



All use of e-mail for official government business is authorized.



Personal use of e-mail to communicate with family, friends, or personal contacts is permissible, so long as it does not interfere with military duties.

USER AGREEMENT

RESTRICTIONS ON USE OF E-MAIL AND INTERNET

(Continued)


Because you are using a government computer system, personal use of e-mail will maintain the same high standards of professionalism and courtesy required in official e-mail.  Therefore, profanity, overtly sexual comments and racial epithets or slurs are prohibited.  This rule includes documents or graphics attached to any e-mail sent from a government computer.



E-mail can not be used to spread malicious e-mail, hoax e-mail, or chain letter e-mail.



E-mail can not be used to assist with a private business, off-duty employment or other private ventures for commercial gain.

INTERNET


Internet access for official government business is authorized.



Internet access is permissible for personal use, so long as it does not interfere with military duties.  Access is permitted during off-duty hours including, before and after working hours, lunch periods, and leave and liberty time.  If personal access to the Internet is needed during working hours, you must have approval from your LCPO, Division Officer, Department Head or higher authority.



Private purchases with a personal credit card over the Internet are permissible as long as they comply with all other Internet e-mail restrictions; however, the U.S. government  assumes no responsibility for any loss incurred conducting purchases over the Internet.



INTERNET ACCESS TO PORNOGRAPHIC WEB SITES IS STRICTLY PROHIBITED.



Access to chat rooms/discussion groups is NOT permissible without prior approval from IRMD.



Access to dating services is prohibited.



Internet Access can not be used to assist a private business, off-duty employment or other private ventures for commercial gain.

An IRMD Staff member must witness the signing of this user agreement -- otherwise this agreement is VOID!

 

 Name (print)    





Command/Department


Signature






Date

IRMD  Use Only


                  IRMD Witness Signature





Date


